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1. Introduction

The rapid outbreak of the SARS-CoV-2 (“COVID-19”), originating in Wuhan, China at the end of 2019 and the subsequent declaration of “pandemic” by the World Health Organisation (“WHO”) on March 11, 2020, has necessitated a global response to manage the transmission, spread and impact of the virus.¹

To mitigate and contain the viral spread, many countries around the world have, in a first moment, turned to restriction orders, such as mandatory quarantines and home confinements. As the disease came under some control, they started to lift the restrictions. Many countries have been taking several vital measures to contribute to this lifting process, some of which involve the use of technology.²

Digital innovations to educate, connect, and alert the residents via web and mobile application platforms have proliferated around the world. However, like many digital applications requiring the processing of personal data, the digital systems developed to fight COVID-19 raise concerns about the balance between public health utility and personal privacy. The success of digital interventions depends on the trust they ensure. Striking this balance has been a challenge that needs to be overcome, not only for short term COVID-19 response but also for the mid and long-term responses to the ensuing post-COVID-19 era.

In that sense, it is expected that many of these often invasive technological measures will be de-escalated when the threat of COVID-19 is over or will cease to be useful, but some will likely be maintained, enhanced, and reoriented for other purposes, if not faced with proper regulation.³

Nevertheless, most digital measures adopted are still recent, being in the first stages of implementation, and have not yet reached their full capacity and impact. It is already possible to realise which measures were preferred by most countries and analyse the conditions of its deployment and the possible impact they can have on the protection of personal data.

This article aims to present some of the technological measures adopted by countries worldwide and then, zeroing in on the measures of digital contact tracing (“CT”), present the characteristics and assessments on the processing of personal data performed by the systems adopted in two European Union countries, namely, France and Portugal. The reason for choosing these systems, the context of the development, their similarities, and their differences will be expanded upon within the different sections of this paper.

The remainder of this work is organised as follows: in the next section a literature review on the adoption of measures to tackle the spread of contagious diseases
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is presented; section 3 presents some data on the measures adopted worldwide to battle the COVID-19 pandemic, with focus on the French and Portuguese systems. Lastly, section 4 presents some conclusions.

2. Traditional measures against contagious disease

Traditionally, to control the spread of contagious diseases, many different measures can be adopted, from a pharmaceutical approach, like prophylactic vaccination and drug treatments, to pre-emptive culling. One possible approach is to interrupt the transmission from person to person, which can be achieved through the reduction of epidemiological contact (i.e., social distancing) or through tracing the contacts of known cases (i.e., contact tracing).4

From these measures, epidemiological CT is considered crucial to prevent further transmission of many infectious diseases, from early cases of novel infectious to endemic sexually transmitted infections.5 This occurs due to the human behavior of moving across locations, which contributes to the transmission of communicable diseases, requiring the adoption of actions that can interrupt this contagious process.6

CT can be defined as identifying and examining relevant contacts of infectious cases (often called index case), performing adequate testing for the presence of infection or disease and, if necessary, providing of appropriate therapy before the occurrence of serious illness.7 According to the WHO, three basic elements compose CT:8

- Contact identification: to identify persons who may have been exposed to the disease as a result of being in contact with an infected person;
- Contact listing: to trace and communicate with the identified contacts, and to provide information about suitable infection control measures, symptom monitoring and other precautionary measures such as the need for quarantine;
- Contact follow-up: to monitor the contacts regularly for symptoms.

The adoption of CT by public health authorities in the context of controlling the outbreak of COVID-19 has been recommended by the European Centre for Disease Prevention and Control (“ECDC”)9 and the WHO, which provided guidelines for its implementation.10
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Nonetheless, the traditional CT by following up cases and contacts using public health staff is resource-intensive. In this context, the adoption of solutions based on Information and Communication Technologies ("ICT"), such as contact management software (e.g., the WHO-provided Go.Data) and mobile CT applications, can improve the efficiency of CT methods.

Nowadays, the use of personal digital devices is ubiquitous, with an estimate 8.3 billion mobile-cellular telephone subscriptions worldwide in 2019, representing approximately 108 subscriptions per 100 inhabitants, and 97% of the world population living within reach of a mobile cellular signal, which presents an outstanding tool to perform digital CT.

For that reason, we have seen many different systems being deployed worldwide, developed by governments, private actors, research institutions, among others. The variety of applications available have been developed using different specifications and characteristics, such as different mobile platforms, communication protocols, data storage, etc., and for that reason, they must be evaluated considering how much attention they pay to data protection.

Even before the outbreak of COVID-19, several contact tracking applications involving mobile applications, wireless technologies, and GPS have been presented in the literature. Considering the increasing concern about the protection of personal data, some of the most recently released applications propose privacy-oriented solutions. All these tools vary in purpose, features, and complexity.

However, just like the traditional CT methods raise privacy concerns, digital

CT presents privacy risks, which must be carefully addressed for individuals to place trust in the applications. As these systems deal with personal data, location data, and sometimes even special categories of data, such as health data, they required intense scrutiny of their data protection policies and practices.\footnote{18}

The protection of privacy for infected persons, besides being a legal requirement in most jurisdictions, also represents a critical requirement to facilitate the cooperation of individuals. Risks to privacy from traditional and digital CT vary from data breaches to government surveillance. Examples of governmental mass surveillance can be seen in Israel, that approved emergency legislation allowing the government to use sensitive data to track coronavirus carriers,\footnote{19} and in South Korea, that deployed a government-controlled central database\footnote{20} that stores tracking data from mobile phones along with credit card records, surveillance video and personal interviews with patients in order to track the infectious spreading.

In order to mitigate these risks, the European Commission went ahead and issued guidelines for apps supporting the fight against COVID-19 pandemic concerning data protection,\footnote{21} while the European Data Protection Board (“EDPB”) published some guidelines on the use of location data and CT tools.\footnote{22} The US Centers for Disease Control and Prevention (“CDC”) has also published some criteria for evaluating digital CT tools.\footnote{23}

### 3. Technological tools deployed to fight COVID-19

As the understanding of the mechanisms involved in the proliferation of the virus increased and the containment measures presented relevant results in the controlling of the spreading, many countries started developing strategies to lift the restrictions imposed on their citizens and turned to digital solutions to contribute to this process.

Concerning the measures deployed worldwide, some of them may be considered more privacy-invasive, while others were adopted with the protection of personal data in mind. On the first group of measures, it is possible to highlight systems that incorporate biometric technologies, especially facial recognition technologies, which,
by its characteristics, present a high risk of personal data violations. On the other hand, less invasive systems adopted by many countries consist of web platforms or mobile applications, presenting different features, such as self-diagnostic/medical reporting, CT, and quarantine enforcement/isolation registration or monitoring functions.

Although digital CT applications are being adopted widely by many countries as a complementary tool to help in the process of lifting the restriction measures imposed on the general population, it is important to highlight the concerns recently expressed by the WHO, for whom these technologies still need to prove their effectiveness and their feasibility and thresholds required for large scale implementation.

As a result of research performed during June 2020 concerning the deployment of technological tools, 158 systems were identified from 94 countries, and two systems were categorised as global because they were developed by a supranational institution (WHO) and an international coalition. This dataset includes web platforms and mobile applications developed to disseminate information or assist people in checking COVID-19 symptoms. Focusing on mobile applications that process personal data, 139 apps were identified. Of those, 122 were in use at the time of the research, while six were in the pilot phase, nine were announced but not yet made available, and two have been discontinued. Of the identified systems, 48 were developed by 28 European countries, being 20 European Union Member States.

In many countries, the protection of personal data is a right that appears in constitutional and legal provisions, and its processing can only be performed under very restricted circumstances, the protection of health being accepted as a valid justification.

In this paper, we will focus on the systems developed as digital CT tools in France (StopCovid) and in Portugal (STAYAWAY COVID). In the next section, the author will outline their characteristics and the most relevant aspects concerning the processing of personal data.

These systems were chosen based on the existence of a consistent legal framework for data protection in these countries, and because their development was closely monitored by France’s and Portugal’s national data protection authorities. Also, these systems were developed using different technical protocols, which resulted in relevant differences on the processing of personal data.

3.1. StopCovid

On 8 April 2020, the French government announced its intention to release a digital CT tool, denominated StopCovid. This tool is considered by the government a necessary measure to protect the population and is part of France’s global deconfinement plan.

The official application’s website states that this technological solution is part of a gradual plan of epidemic control aimed at loosening the imposed restrictions and seeking to inform citizens that have been in the vicinity of carriers of the virus in the near past.
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It consists, on the users’ side, of an application for smartphones and mobile devices, running Android or iOS operating systems, and on the government’s side, of a central server that stores and transmits the data necessary for the overall operation of the system.

The application is based on the ROBERT protocol (ROBust and privacy-presERving proximity Tracing), which is responsible for building a comprehensive list of users of the application that had close contact with each other for at least a specific time interval. The ROBERT protocol was developed by a joint effort between French Inria and German Fraunhofer Heinrich Institut, with data minimisation and data protection by design in mind, and had its source code published on the Internet\textsuperscript{27}, allowing for an independent audit of its functioning. Also, the complete source code of the StopCovid application has been made available online,\textsuperscript{28} reinforcing the government’s compliance with transparency.

Although not involving identification data directly (i.e., name, telephone number, e-mail address, etc.), it generates pseudonyms used as identifiers of each person that installed the application. As these pseudonyms can be linked to each installation, it can be considered as personal data within the meaning of Article 4(1) of the EU General Data Protection Regulation ("GDPR").\textsuperscript{29} Also, as the alert provided by the system is triggered by the information that a person presents a sufficiently high risk of having contracted COVID-19, this data can be considered as concerning health and thus benefits from the specific protection regime for such sensitive data provided by Article 9 of the GDPR.

This system is not considered a tracking application, as it does not rely on the use of geolocation data to assess the proximity between two electronic devices, but instead uses Bluetooth Low Energy communication technology to perform this assessment. This characteristic avoids the surveillance of people’s geographical movements, as it does not continuously trace individuals.

The use of StopCovid is on a completely voluntary basis, not imposing any negative burdens on people who decide not to install the application, or after installing it, decide not to connect or provide information on their health status. It was developed in a way that presents many opportunities for people to choose sharing their personal data: they can have carte blanche to install the application (or not), enable the Bluetooth function on their devices (or not), or even declare their positive result to COVID-19 in the application (or not). Also, they can request the complete exclusion of their data and remove the application at any time. The system is aimed at the population residing in French territory, and the voluntary downloading and use is guaranteed by the legal framework governing the system.

The GDPR, in its Article 6, establishes a restricted list of hypotheses for lawfully processing personal data. It is important to highlight that the Regulation does not establish any hierarchy between the listed legal basis, being the responsibility of the entity carrying out the processing to determine which one better fits its objectives.

Among the possibilities presented on the Regulation, a digital CT application like StopCovid could be deployed under the consent of the data subjects or the
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performance of a task carried out in the public interest. However, if the processing is based on the public interest, Article 6(3) of the GDPR demands that this legal basis is laid down by Union law or a Member State law to which the controller is subject.

The fight against COVID-19 undoubtedly represents a public interest, and for that reason, the French government considered that the most appropriate legal basis for the implementation of the StopCovid application was the provision of Article 6(1) (e) of the GDPR. To fulfill the requirement of the Regulation, the government issued the Decree nº 2020-650, of 29 May 2020, which designates the Ministry of Health as the data controller of the application, and defines the purposes of the processing as: (i) to inform people using the application that there is a risk that they have been contaminated by the Covid-19 virus due to the fact that they are near another user of this application having been diagnosed positive, (ii) to educate people using the application, in particular those identified as contacts at risk of contamination, on the symptoms of this virus, the barrier gestures and the conduct to be adopted to fight against its spread, (iii) to recommend to contacts at risk of contamination to refer to the competent health professionals for the purpose of taking care of them and prescribing, if necessary, a screening examination, and (iv) to adapt, if necessary, the definition of the application parameters making it possible to identify contacts at risk of contamination through the use of anonymous statistical data at national level.

This national legislation also sets a deadline for the processing of the collected data, which may not exceed six months after the cessation of the state of health emergency, declared by Law nº 2020-290, of 23 March 2020, and extended until 30 October, by Law nº 2020-856, of 09 July 2020.

During the development stage of StopCovid, the government submitted consults to the French data protection authority, CNIL (Commission Nationale de l’Informatique et des Libertés), which provided valuable remarks to improve the protection of personal data processed by the application, praising the government’s concern to protect people’s privacy, since the application respects the concept of data protection by design and by default.

On its deliberations of 24 April 2020 and 25 May 2020, CNIL pointed as positive aspects of the approach adopted by the French government, the concern to protect people’s privacy, in particular, by preventing a list of people who declare themselves as carriers of the virus to be kept centralised on a server. Also, CNIL recognised that the safeguards taken during the development of the application provide a high degree of guarantee, therefore minimising the risk of re-identification of the data subjects associated with the data stored, for a necessarily limited period, by the central server, in full compliance with the principles of data protection enlisted on Article 5 of the GDPR.

30 Décret no. 2020-650 du 29 mai 2020 relatif au traitement de données dénommé «StopCovid».
The compliance with the personal data protection principles, in particular, the proper information of the persons concerned, the respect of their rights and, more generally, of the provisions of the GDPR and the French Data Protection Act, is likely to promote the confidence of the users of the application and, consequently, the effectiveness of the planned system.

In its deliberations, CNIL also highlighted the importance of the voluntary approach, the fact that the government made the deployment, the precise definition of the purposes of the data collection, and the existence of a date to cease the operation of the app as decisive factors to ensure there is confidence in the system and to encourage its adoption by a significant proportion of the population.

Nevertheless, regarding the system’s effectiveness, the CNIL draws attention to the system’s limitations. On the one hand, there are technical conditions to be addressed, in particular, the possibility of adoption by a sufficient portion of the population to access and use the application under good conditions, which means the availability of the system on a sufficient number of mobile application stores and compatibility with the majority of mobile devices currently in use, both in terms of hardware and software.

On the other hand, it is essential to notice that a portion of the population may not possess adequate mobile devices to install the application or may have difficulties installing and using it. In particular, people most vulnerable to the disease, such as the elderly or children, or people without any kind of mobile device, but who can significantly contribute to the spread of the disease, must be particularly concerned. Also, some people may contract the disease without presenting any symptoms, which may result in them not alerting their contacts.

These limitations must be adequately addressed because the temporary invasion of privacy imposed by the implementation of the system can only be accepted to the point where the government has sufficient information to have reasonable assurance that such a measure will be useful in managing the COVID-19 crisis, and bringing the population out of its mandatory confinement, which in itself constitutes a severe infringement of the freedom of movement.

As a negative aspect of the overall system, CNIL pointed out that competition from other digital CT applications being developed by different actors is likely to undermine the French system’s effectiveness. Also, as a weakness, the CNIL pointed to a possible difficulty in interoperability with applications from other EU Member States, as France has opted to adopt the ROBERT protocol, which made it a unique system in Europe.

Finally, the CNIL recommended that the system’s impact on the overall health strategy be studied and documented regularly so that the effectiveness over time can be assessed. This becomes more important because, between the release of the application on 2 June 2020, and the three following weeks, more than 1.9 million people downloaded the application and more than 1.8 million activated the system, but only 68 users declared a positive COVID-19 test result, and the application sent only 14 notifications to related contacts, which demonstrates that, in general, people may still not trust this kind of application.
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3.2. STAYAWAY COVID

In Portugal, the development of a digital CT application was announced at the end of April 2020, by a joint initiative between a private research institution, INESC TEC (Instituto de Engenharia de Sistemas e Computadores, Tecnologia e Ciência), and a non-profit public association, ISPUP (Instituto de Saúde Pública da Universidade do Porto). Although not directly involved in the project, the Portuguese national government endorsed its development.

The official application’s website states that this technological solution aims to be a complementary measure, within the framework of a comprehensive strategy to combat the pandemic. It intends to assist people in taking measures to interrupt the transmission chain of the infection, by alerting its users of any close contact that person may have had with another user who received a positive diagnosis.

The application was developed within the scope of the DP^3T (Decentralised Privacy-Preserving Proximity Tracing) project, an international consortium of European researchers, who built a proximity tracing system to be applied at large scale, aiming to minimise privacy and security risks for its users and guarantee the highest level of data protection.

It consists, on the users’ side, of an application for smartphones and mobile devices, running Android or iOS operating systems, and on the other side, by two different servers, one responsible for diagnosis authentication (SLD – Serviço de Legitimação de Diagnóstico) and the other responsible for diagnosis publication (SPD – Serviço de Publicação de Diagnóstico).

The SLD generates a 12 characters code that is provided to the authorised health professional responsible for the medical examination that returned a positive diagnosis for COVID-19, and who is responsible for delivering it to the patient, who can then insert the code into the application to inform of his or hers health status. It also registers the date of the patient’s first symptoms or, in the case of asymptomatic patients, the testing date. If during the 24 hours of validity of the code provided by the SLD server, the patient inserts it in the STAYAWAY COVID application, then the SPD server receives an identifier from the mobile device, known as temporary exposure key (TEK), and then matches this identifier with all other users that came into close contact with the infected patient, sending them a notification of the risk of contagion.

Along with the notification, the user receives varying information on how to proceed next, according to the level of proximity she or he had with the infected patient.

The application is based on the Exposure Notification framework provided by the software developers Google and Apple, consisting of a protocol that allows CT applications to access some functionalities of the device’s operating system, and that had its technical specifications and Application Programming Interface (“API”) published on the Internet. Although these specifications are not as informative as the complete source code of the protocol, they still allow for some independent
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audit of its functioning. Also, the complete source code of the STAYAWAY COVID application has been made available online,\textsuperscript{37} reinforcing the developers' compliance with transparency.

It is important to highlight that Google and Apple announced that access to the protocol would be conceded to public health authorities exclusively, and only one application per country would be accepted. This requirement made the Portuguese national government endorse the development of the STAYAWAY COVID application.

Although not involving identification data directly (\textit{i.e.}, name, telephone number, e-mail address, etc.), it generates temporary exposure key ("TEK") and rolling proximity identifiers ("RPI") that are used as random identifiers of each person that installed the application. As these TEK and RPI can be linked to each installation, it can be considered personal data within the meaning of Article 4(1) of the GDPR. Also, as the alert provided by the system is triggered by the information that a person presents a sufficiently high risk of having contracted COVID-19, this data can be considered as concerning health and thus benefits from the specific protection regime for such sensitive data provided by Article 9 of the GDPR.

As with the French application, it is not considered tracking, as it does not rely on the use of geolocation data to assess the proximity between two electronic devices, but instead, it uses the less intrusive Bluetooth Low Energy communication technology to perform this assessment. This characteristic allows the system to fulfill its goal without knowing the user's physical location or where the contact with other users took place.

The use of STAYAWAY COVID is in a completely voluntary and self-determining basis, not imposing any negative burdens on people who decide not to install the application, or after installing it, decide not to connect or provide information on their health status. It was developed in a way that presents many opportunities for people to choose sharing their personal data. People can install the application (or not), enable the Bluetooth function on their devices (or not), or even declare their positive result to COVID-19 in the application (or not). Also, they can request the complete exclusion of their data and remove the application at any time.

As previously referred, the GDPR, on its Article 6, establishes a restricted list of hypotheses for lawfully processing personal data. In the case of the STAYAWAY COVID application, the legal basis was the provision of Article 6(1)(a) in conjunction of Article 9(2)(i) of the GDPR, consisting of the data subject consent to the processing of his or her personal data, including special categories of personal data, namely, data concerning health.

In order to specify the data controller responsible for the processing of the collected data, the government issued the Decree-Law no. 52/2020, of 11 August,\textsuperscript{38} designating the DGS (Direção Geral de Saúde) as the entity responsible for the data processing, and regulating the intervention of the health professional on the system, in accordance with Article 9(2)(i) of the GDPR.\textsuperscript{39} It also defined the purpose of
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the processing as to notify people of individual exposure to contagious factors for SARS-CoV-2, due to close contact with other users of the application that lately received a positive diagnosis of COVID-19. This national legislation also sets a deadline for the processing of the collected data, which may end with the cessation of the epidemic situation.

During the development stage of STAYAWAY COVID, its developers submitted a Data Protection Impact Assessment (DPIA) to the Portuguese data protection authority, CNPD (Comissão Nacional de Proteção de Dados), which provided valuable remarks to further protect the processing of personal data by the application, praising the developers’ concern to protect people’s privacy, since the application respects the concept of data protection by design and by default.

On its deliberation of 29 June 2020 and its Opinion of 21 July 2020, CNPD pointed as positive aspects of the approach adopted by the application developers, the concern to protect people’s privacy, in particular by preventing a list of people who declare themselves as carriers of the virus to be kept centralized on a server. Also, CNPD recognised that the safeguards taken during the development of the application provide a high degree of guarantee, therefore minimising the risk of re-identification of the data subjects associated with the data stored, for a necessarily limited period, in full compliance with the principles of data protection set out in Article 5 of the GDPR.

The compliance with the personal data protection principles, in particular the proper information of the persons concerned, the respect of their rights and, more generally, of the provisions of the GDPR, is likely to promote the confidence of the users of the application and, consequently, the effectiveness of the planned system.

In its deliberations, CNPD also highlighted the importance of the voluntary approach, the availability of the application’s source code, the precise definition of the purposes of the data collection, and the existence of a date to cease the operation of the app as decisive factors to ensure the confidence in the system and encourage its adoption by a significant proportion of the population.

However, CNPD also pointed out that, although not having to register to use the applications, the users must be registered on Google’s or Apple’s application marketplaces to download the STAYAWAY COVID app. This authentication process results in personal data being provided to those companies, who then have a full register of all persons that adopted the system.

As a negative aspect of the overall system, CNPD pointed out that the adoption of the Bluetooth technology does not represent a complete protection of the user’s identity or location, as it can still be traced back to the mobile device’s MAC (Media Access Control) address, which is a unique identifier of the equipment. Nevertheless, it is possible to mask the MAC address with a random value, the technical specifications of the Exposure Notification framework raise concerns regarding the possibility of Google or Apple – who shall maintain a register of the real MAC address - to follow a track of the contacts or even revert the masking process.

In the Portuguese law, although the DGS was selected as data controller, CNPD criticized that choice, stating on its Parecer/2020/82 that the data controller should be an authority with legal duties and powers, which would be the Health Director-General, and not the public office.

Also, since the Exposure Notification framework is property of private companies, there is a risk of unilateral modifications of the system without previous notice to its users and without any guarantee that the data will not be used for different purposes than initially specified, with negative consequences for the application and the users.

Finally, CNPD recommended conducting a pilot test, under real conditions, restricted to a portion of the national territory, to identify and correct security flaws. This pilot test commenced on August 17, 2020 and lasted for two weeks. The official release of the applications occurred on September 1, 2020, and during the first month of operations, the system registered more than 1.26 million downloads, and provided 106 notifications of contacts with people that tested positive for COVID-19.\(^{42}\)

4. Conclusion

The adoption of digital CT applications as complementary measures to contribute to the end of the restrictions imposed by many countries to its citizens should be recognised as relevant and greeted as a new tool to be deployed in a globalised world.

The COVID-19 pandemic came disrupting many aspects of our regular lives and imposing the adoption of new behaviors. Although not yet rooted in our routines, the use of mobile devices to report health conditions is being strongly incentivised.

In this paper, we aimed to briefly assess this new reality and present the systems developed in France and Portugal to notify people of the risk of having been in close contact with someone who came to receive a positive diagnosis for COVID-19.

The most relevant characteristic of both systems is their voluntary approach, allowing people to try the applications and develop trust in the systems. As these systems can only fulfill their objectives through the processing of personal data, it is paramount that every user can trust the application.

This trust is reinforced by the transparency that both systems present, having made available their source codes so any interested party can audit its functioning and report any identified issues, contributing to the overall improvement of the systems.

It is also relevant to notice that the two systems present a specific deadline to cease their operations, determined by the legislation that grants the legal basis for their general functioning.

As digital CT applications are relatively new systems, it is essential to have an overview by the national data protection authorities of each country interested in deploying this kind of system. That was observed in the French and Portuguese cases, where both CNIL and CNPD actively participated in the development, providing relevant recommendations and guidelines to increase the protection of people’s privacy.

Concerning the French application, both the government and the protocol developers have already referred to the intention of evolving the system to enable EU-wide interoperability, which would represent an increase in the system’s efficiency. However, they may result in new privacy risks that must be adequately addressed.

In a comparison between the two systems, it seems that the Portuguese may easily provide future interoperability with applications from other countries, based
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on the Exposure Notification framework that has been adopted by many other digital CT tools.

However, the STAYAWAY COVID application developers do not hold full control of the data processing, as part of the system runs code that cannot be audited. On the other hand, the French application, because it is based on a different protocol, that strives for transparency, may provide greater security and privacy for its users.

The interoperability of CT applications within the European Union has recently been discussed by its Member States, which agreed on a set of technical specifications\(^{43}\) that any system must observe to allow the exchange of information between different national applications when users travel through the EU.

As any novel system, it is expected that during the use of these systems, some flaws may be identified, as some other points that can be improved to deliver greater personal data protection.